








Supply Chain Governance Remedial Action Plan 

Serial Action Risk Area Addressed Responsibility Due Dates Status Potential Mitigation strategy or outcome 
1 Conduct re-baselining stock take of SASR to confirm 

scope of governance concerns and to enable transition 
to switching auto-consume off. 

Identify scope of stock discrepancy SOCOMD 27 Feb 15 SOCOMD have commenced the conduct of the baseline stocktake.  
Stocktake is being conducted independent of the unit by SOHQ 
staff. 

Stocktake re-conducted to provide a baseline to re-
establish control.  Stocktake can also be used as a basis to 
compare against the early 2014 stocktake that was 
initiated when COMSARM auto consume was switched 
off. 

2 Establish Contracted service for EO SD at SASR Mitigate risk of theft and/or loss 
within EO facility by ensuring 
tighter control and no 
unaccompanied access. 

AHQ/SOCOM
D/JLC 

01 Jul 15 SOHQ are engaging with JLC and Thales to execute the contract 
by May.  It is understood that funding has been identified for next 
FY. Longer term aim is to include the facility at Holsworthy within 
the contract. Initial contract period will be six months to then be in 
a position to review the benefits and costs. 

Facility will be under contractor control with depot level 
accounting processes that will reduce the risk of 
ammunition loss at the facility. 

3 Review EO accounting policy and procedures Identify and remediate any gaps in 
controls. 

JLC Minute written to VCDF Assurance that any procedural gaps are addressed.  
Avoidance of a piecemeal approach to 
changing/introducing controls that may degrade the 
overall assurance of the policy and process. 

4 Align LWP-G 7-3-1 Australian Defence Force Range 
Orders (Land) Chapter 6 with ESCM and DSM for 
ammunition accounting and control.   

Ensure alignment of range 
procedures to security and supply 
chain requirements. 

CATC 30 Mar 15 Draft minute for COMD CATC.  Discussion with SAPS has 
occurred to provide a heads up of concerns and gaps. 

Range procedures are aligned with the ESCM and 
accountability and control responsibilities reinforced. 

5 Review the requirement for psychological testing for 
Ammunition Technicians  

Minimise risk of personnel 
psychologically unsuited to the 
responsibility of handling and 
management of EO on a routine 
basis are identified.  

DG PERS Raised with Trade Mentor.  Likely to be a discussion point after 
RAAOC Corps Committee meeting 25 Feb 15. 

Confidence that personnel selected for the trade have the 
psychological profile that supports performance in trusted 
appointments. 

6 Align Range supervisor training with the requirement 
to secure and control ammunition 

Ensure that ammunition accounting 
and controls at range activities are 
taught to job standard. 

CATC 30 Mar 15 Draft minute for COMD CATC Range practice ammunition accountability and control 
responsibilities reinforced and taught to job standard. 

7 Review SOCOMD procedures for supply, control 
carriage and issue of scheduled medications for 
compliance against Army health Instruction 08 dated 
01 Jul 14 

Ensure compliance to Army policy 
and minimise risk of scheduled 
medication loss or theft. 

SOCOMD/JHC/
DG AHS 30 Mar 15 

Draft Minute to SOHQ SOCOMD control measures are aligned with Army 
requirements. 

8 Confirm that no security/stock class one items are 
deficient 

Minimise the risk that high risk 
munitions have been stolen or lost 

SOCOMD/JLC Awaiting outcome of baseline stocktake and subsequent 
reconciliation.  

Will identify if high risk munitions have been lost. 

9 Conduct a review of the management of security 
vetting by Army, in particular the assessment of vetted 
for key security/trust appointments. 

Minimise risk of personnel who are 
unsuited to the responsibility of 
handling and managing EO. 

AHQ Discussed with Mick Gahan.  This is likely to be problematic to 
execute due to resources. This may  be mitigated by the re-
introduction of psychological testing if viable.  The SOCOMD 
option of annual police check may be an option for verification. 

Risk of vetted personnel who are unsuitable for specific 
appointments is mitigated. 

10 Review of security requirements for small unit 
magazines (non-depot, daylight hours manned 
facilities) 

Minimise the risk of potential 
security loopholes between policies 
for large ammunition facilities 
(depots) and unmanned small 
quantity facilities.  Manned unit 
magazines fall between these types 
of facilities. 

DSA Some discussions with DSA.  DSA indicate that there is no need to 
change.  This will require some face to face explanation with DSA 
as there is likely to be a lack of understanding of facility 
construction and type that is at the heart of the ambiguity in policy.  
Issue discussed with Mick Gahan and Paul Saunders.  Happy for 
PATO to lead due to understanding of combination facilities 
operations and controls.   

Risk of interpretation flexibility in DSM reduced.  The 
requirement to risk manage pers access to manned 
workshop/laboratory/combination facilities is refined. 
Vehicle access, and personnel bag access to combination 
facilities is clarified and limited. 

11 Review Ammunition Technician trade remediation 
activities to identify if actions are required to address 
apparent systemic shortages at key ranks.  Army 
commenced an Ammunition technician trade 
remediation plan in 2007.  Current asset/liability 
figures indicate that the trade is still experiencing 
shortages at key ranks.  A review of the remediation 
plan and trade state may identify additional actions to 
improve availability and sustainability at key ranks. 

Reduce the risk of an individual 
having unsupervised or 
unaccompanied access to EO. 

DG PERS Raised with Trade Mentor.  Likely to be a discussion point after 
RAAOC Corps Committee meeting 25 Feb 15. 

Risk of inadequate manning contributing to reduced 
control/management of ammunition is reduced. 

12 Review policy on posting priorities for filling key 
governance/high governance risk positions within 
Army. 

Confirm that appropriate policy and 
priority is applied to post personnel 
to priority and/or risk appointments. 

DGPERS/SCM
A 

Risk of inadequate manning contributing to reduced 
control/management of ammunition is reduced. 

13 Review of Army EO compliance & assurance EO auditing within Army is ACAA/JLC Discussion with JLC and ACAA.  Both are supportive of a review.  Risk of duplicated effort is mitigated.  Audit activities is 
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activities (including reporting) to ensure level and 
frequency adequately address risks. 

currently conducted by an external 
agency (JLC) and does not 
necessarily address Army’s need. 
At the T4 auditing level, Supply 
Chain governance and EO are 
separate. 

Best option would be for adjustment/change to EO business 
process should be at Defence (ie. JLC lead) level.  There may be a 
requirement for additional Army specific risks to be tested at Army 
level.  EO BPT should be an additional tab on the BPT tool rather 
than a separate process. 

focused on Defence and Army risk areas and synchronised 
to achieve best effect/coverage. 

14 Confirm/review whether business process testing for 
management of scheduled medications occurs 

Risk that units are not managing 
scheduled medications IAW the 
Army directive resulting in risk of 
loss or theft. 

  Draft minute for DG AHS. This is not tested by ACAA.  It is 
understood that there is little or no audit capacity within JHC. 

Risk of loss or theft of scheduled medications reduced. 
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SOCOMD Governance 

Remediation

Brief to DCA

23 Sep 15
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Scope

• DCA Directive

• Accountability

• Resources

• Logistics

• Safety

• CEM

• Security

• Pers

• Training

• Health

• Chaplaincy
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DCA Directive

• Leadership and accountability

• Symptoms vs cause

• ABC

• Assessment

– Majority in Ph 2

– Minority in Ph 3 (EO, maintenance, veh mngt)

– Planning for Ph 4
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Initiatives & Issues

• Initiatives

– Pre-SUC training cse at SOHQ

– SOCOMD Gov Board (end Oct)

– SF Spt Staff cse back to FORCOMD

• Issues

– Tent finalisation

– Manning (SOHQ and specialist)

– Base support arrangements
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Legal – Admin and Discipline
pre 

2015 Jan Feb Mar Apr May Jun Jul Aug Sep

M
b

rs

Overall 43 43 33 35 36 37 30 26 23 10

Initiated 0 0 0 9 3 4 6 0 1 1

Finalised 0 0 10 7 2 3 13 4 4 14
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Legal – Admin and Discipline

pre 

2015 Jan Feb Mar Apr May Jun Jul Aug Sep

M
a

tt
e

rs

Overall 18 18 16 13 13 16 17 15 14 7

Initiated 0 0 1 1 2 5 3 0 1 1

Finalised 0 0 3 4 2 2 2 2 2 8
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Safety
• SOCOMD assurance activities on the practical application of safety in SOCOMD units:

– SASR complete, including conduct of (external) IOI into ADRHIB capsize. Plus:
• SASR Range Standing Orders rewritten

• COMCARE liaison visit - nil concerns

• observations remain ongoing per SOCOMD Safety Manager practice of routine visits

• additional HAZCHEM management training being conducted 21-25 Sep

– Remaining SOCOMD units underway:
• EX TS15 observations made (nil SOCOMD issues); including:

– Mt Bundy airfield seizure including heavy drop (2 Cdo Regt, SOER, US SOF & 176AD Sqn for rigging recovery);

– HAF&GAF DA Hidden Valley Raceway (SASR, 2 Cdo Regt & US SOF); and 

– SOCCE (1 Cdo Regt & SOHQ) staff action.

• PTS MFF course training at Corowa observed.

• ACAA governance assurance (audits):

– SOLS complete - positive out brief - ’good safety culture’ (report not yet issued): 
• nil internal CARs (ie within unit control). 

• two external CARs against infrastructure - CPOL remediation & battery store

– SOER complete - out brief being conducted at time of drafting (report not yet issued):
• nil internal CARs (ie within unit control).

• one external CAR against infrastructure - failure to provide compliant battery charging facility

– SASR scheduled for late 2015

• DRSE assurance:

– SASR complete - positive out brief (report not yet issued):
• nil internal CARs (ie within unit control).

• one CAR which relates to MILIS and requires AHQ resolution (not within unit control).

• Army Safety Day in SOCOMD preparation underway.

• SOCAUST WHS & HAZCHEM Management Directives currently in DRAFT
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Security

• AHQ led review (50% implemented)

• Protocols

• Fence / Seaward Village / CB Re-dev 
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Pers

• SFDA and Para Allowance audit

– 15 /1953 SFDA

– 17/383 Para

– 1 outstanding

• Leave Audit

• ARL (Fd Leave special)

• Manning and postings
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Health Governance

• Health Audits of all SOCOMD units completed 

over period Feb – Aug 15:

– SASR

– 1 CDO

– 2 CDO

– SOER

– PTS

• Second round audits (six mths post) scheduled 

to commence Nov 15

• Overall Health Governance across SOCOMD 

complies with Defence health governance 

requirements, with only minor issues requiring 

remediation
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Health and Wellbeing

• Release of revised SOCAUST Directive:

– Force and Family Program: Supporting SOCOMD WII 

Members and their Families

• Development of the SOCOMD Psych Trauma 

Management Plan

• Development of SOCOMD Resilience Package

• Conduct of Mental Health First Aid Course

• Development of revised Third Location 

Decompression Program for designated 

operations

Defence FOI 069/20/21 
Document 3













1

Herron, William MR

From: LTCOL
Sent: Tuesday, 10 February 2015 2:42 PM
To: Monkivitch, Leo LTCOL
Cc:
Subject: FW: Ministerial Advice [SEC PROTECTED, DLM Sensitive]

PROTECTED Sensitive

Leo, 

These comments have been released by A/SOCAUST. 

Regards 

MINDEF Question: “Can I have an update on the outcome of the audit referred to in paragraph 5, when concluded 
please.  Especially how this situation will be avoided in the future.” 

AHQ Comment: AHQ has commenced looking at identified key risk areas and has already written to VCDF.  The 
specific audit being referred to is a combination of the ACAA audit and an additional desktop assessment of key 
policy documents (ESCM/DSM and LWP-G 7-3-1).  Attached are the areas that AHQ has currently identified that may 
need to be looked at.  What I would like is information on what SOCOMD has done in terms of looking at the incident, 
unit risk areas and any proposals to prevent reoccurrence at this stage. I expect that it is possible that not much has 
yet occurred and I do have some concerns that close to 60 days after the incident it may appear that Defence has not 
done much and, if this is the case, it is unlikely to reflect well.  Any interim processes etc that have been put in place 
to address controls etc. at unit level should probably be detailed.  I will probably articulate that the move to switch off 
auto consume is a proactive means by Defence to minimise such occurrences. 

Short term 
1. SASR has reduced the issue of ammunition to courses and pre-ordered ammunition only to give magazine staff
time to implement the changes and assist with the COMSARM audit of the magazine.
2. SASR stored ammunition in 'training' boxes which made accountability difficult.  The practice has now been
ceased.
3. The OIC practice is now the person allowed to be issued or receipt ammunition and must sign the SQ80.
4. There is an SOHQ representative currently auditing COMSARM figures against actual stock in the SASR
magazine.
5. Engagement with JLC (DGEO) to advise and assist for EO management at SASR.

Medium term 
1. SASR conducting a full review of the magazine bay setup to mitigate against possible fraud / theft.

Long term 
1. The engagement of a Thales contract to run the magazine.

MINDEF Question: “Update on how this occurred re failure of accounts, audits etc. Is there potential for this to be a 
wider problem in the ADF?”  

 AHQ comment: Again AHQ will use the detail above to answer much of this.  The key here is any indications of key 
failings/causes would be appreciated.  That should put us in a position to provide advice on the second 
component.  My assessment of the requirements of the ESCM and DSM etc. are that it would be difficult under 
standard unit operations to have theft of this level without others being complicit 

 I am aware that due to stocktaking require ing 
ammunition identified would probably have been highlighted as a result of base line stock takes ( I won't necessarily 
put this in but may to indicate that the system would probably have identified concerns anyway - arguably with an 
unacceptable lag). 
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1.  As previously identified the key failing is the fragility of the system and the level of trust (without checks) placed in 
individuals.  Lack of enforcement of policy and a lack of SOPs or orders to back up endorsed procedures.  A lack of 
personnel also hampered some of the safe guards that are in place (such as the two person rule for working with 
ammunition).  While the audits through the various agencies did not identify the issues, mainly due to deliberate effort 
by the individual to cover up the issues.  The COMSARM  audit (conducted remotely through JLC staff) did uncover 
anomalies which could have led to the discovery of this individual. 
  
Regards 

  
 

From:  BRIG  
Sent: Monday, 9 February 2015 16:53 
To:  LTCOL 
Subject: RE: Ministerial Advice [SEC PROTECTED, DLM Sensitive] 

PROTECTED Sensitive 

ack thanks
  

Brig
DSOCAUST 

@defence.gov.au 

  
 

From: LTCOL  
Sent: Monday, 9 February 2015 14:35 
To: BRIG 
Subject: FW: Ministerial Advice [SEC PROTECTED, DLM Sensitive] 

PROTECTED Sensitive 

Sir, 
  
FYSA. 
  
I have asked the RXO and A/OC SSS at SASR to provide a response back to myself tomorrow.  I will draft some 
comments (without SASR advice) for you to consider, just in case SASR do not have an answer or do not answer 
back in time. 
  
Regards 

From: Monkivitch, Leo LTCOL  
Sent: Monday, 9 February 2015 14:26 
To: LTCOL 
Cc: Longley, Nicole COL 
Subject: Ministerial Advice [SEC=PROTECTED, DLM=Sensitive] 

PROTECTED Sensitive 
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I am planning to have the MINSUB cleared at DG level by COB tomorrow to allow a couple of days to get it through 
CA and SEC/CDF.  At this stage I will probably have to get DSA and JLC clearance. 
  
I would appreciate it if I could have SOCOMD input by 1400 tomorrow.  If need be I will push a copy of the completed 
MINSUB back to ensure SOCOMD is happy with the way information is linked sequenced etc. 
  
I need some comments specific to the two broad questions posed, namely: 
  
  
1.      On 14 Jan, you commented on MA15-000029 with “Can I have an update on the outcome of the 

audit referred to in paragraph 5, when concluded please.  Especially how this situation will be 
avoided in the future.” 

      AHQ has commenced looking at identified key risk areas and has already written to VCDF.  The specific audit 
being referred to is a combination of the ACAA audit and an additional desktop assessment of key policy 
documents (ESCM/DSM and LWP-G 7-3-1).  Attached are the areas that AHQ has currently identified that may 
need to be looked at.  What I would like is information on what SOCOMD has done in terms of looking at the 
incident, unit risk areas and any proposals to prevent reoccurrence at this stage. I expect that it is possible that 
not much has yet occurred and I do have some concerns that close to 60 days after the incident it may appear 
that Defence has not done much and, if this is the case, it is unlikely to reflect well.  Any interim processes etc that 
have been put in place to address controls etc. at unit level should probably be detailed.  I will probably articulate 
that the move to switch off auto consume is a proactive means by Defence to minimise such occurrences. 

  

 
2.     On XX Jan, The Assistant Minister for Defence also commented on MA15-000029 with 

“Update on how this occurred re failure of accounts, audits etc. Is there potential for this to be a 
wider problem in the ADF?”  

       Again AHQ will use the detail above to answer much of this.  The key here is any indications of key 
failings/causes would be appreciated.  That should put us in a position to provide advice on the second 
component.  My assessment of the requirements of the ESCM and DSM etc. are that it would be difficult under 
standard unit operations to have theft of this level without others being complicit

 I am aware that due to stocktaking require
probably have been highlighted as a result of base line stock takes ( I won't 

necessarily put this in but may to indicate that the system would probably have identified concerns anyway - 
arguably with an unacceptable lag). 

  
Any problems please call. 
  
Leo 

  
L.M. Monkivitch 
LTCOL 
Principal Ammunition Technical Officer 
Army Headquarters 
  
Ph: 02 6265 7167 

Fx: 02 6265 6364 
  
R1-4-A033 
Director Logistics - Army 
Director General Army Operations 
Army Headquarters 
Russell Offices 
PO BOX 7902 
CANBERRA BC, ACT  
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AUSTRALIA 2610 
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Herron, William MR

From: Morris, Kirstie MISS on behalf of DSA Governance And Coord
Sent: Tuesday, 10 February 2015 3:18 PM
To: Monkivitch, Leo LTCOL
Cc: Crawford, Anna MRS; Keeley, Gloria MS; Burton, Lynda MRS
Subject: RE: MA15-000142.xml [SEC PROTECTED, DLM Sensitive]

PROTECTED Sensitive

Hi Leo, 

Serial 10 in the Army "Supply Chain Governance Remedial Action Plan" asks DSA to "[Conduct a] Review of security 
requirements for small unit magazines (non-depot, daylight hours manned facilities" 

As the current policy provides this flexibility, the DSA does not consider there is a loophole in the policy and no 
requirement to review it. 

Mr Michael Aichholzer is our Director of Security Policy and International Agreements and has advised that he is 
happy for you to contact him, should you wish to discuss the DSA response further. Michael's extension is 62539. 

The DSA has no comments to add regarding the draft MINSUB. 

Kind regards, 

Kirstie Morris 
Defence Security Authority | Tel: 02 6266 2169 | Email: DSA.GovernanceandCoord@defence.gov.au 

From: Monkivitch, Leo LTCOL  
Sent: Tuesday, 10 February 2015 08:41 
To: DSA Governance And Coord; ADFIS HQ Operations; Miller, Warwick LTCOL; Surtees, Nick LTCOL; Lingard, Philip 
MR; Oliver, Denise LTCOL 2; Morris, Kirstie MISS 
Cc: Stothart, Wade COL 
Subject: MA15-000142.xml [SEC=PROTECTED, DLM=Sensitive] 

PROTECTED Sensitive

Please find attached an updated draft of a MINSUB due Fri.  I have provided details on the actions to date that AHQ 
has commenced to mitigate risk areas as a result of the incident last year.  I would appreciate input from your areas 
on investigation and other activities that have been conducted by your respective organisations and a status update 
on those activities.  For your information I have also included a task list of the focus areas that AHQ are looking at as 
a result of a DLOG-A assessment of the risks.  You may note that these are not all in AHQ/Army's lane and Army will 
write to respective organisations requesting relevant reviews etc. 

if you could provide me input today (ideally 1400, accept COB) it would be greatly appreciated.  I expect that once 
cleared by my 1* it will probably be cleared by relevant 1* officers in your organisations via DPAWS in the next few 
days. 
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Regards, 
  
Leo 
L.M. Monkivitch 
LTCOL 
Principal Ammunition Technical Officer 
Army Headquarters 
  
Ph: 02 6265 7167 
M: 
Fx: 02 6265 6364 

IMPORTANT: This email remains the property of the Department of Defence and is subject to the jurisdiction of 
section 70 of the Crimes Act 1914. If you have received this email in error, you are requested to contact the sender 
and delete the email. 

IMPORTANT: This email remains the property of the Department of Defence and is subject to the jurisdiction of 
section 70 of the Crimes Act 1914. If you have received this email in error, you are requested to contact the sender 
and delete the email. 
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