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AFGHANISTAN INQUIRY REPORT RELEASE – COMMUNICATION PLAN 

(Correct as at 3 July 2020 1730) 
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COMMUNICATION APPROACH TO RECEIPT OF THE INQUIRY REPORT 

Spokesperson 

15. CDF will be the Defence spokesperson until he directs an alternate senior officer to
assume this role.
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Media Conference 

20. The principal activity CDF will undertake to notify the Australian public of the broad
findings of the Inquiry is a media conference. In addition, he will release a number of
documents which will be made publicly available on Defence’s Afghanistan Inquiry website
(under development as at 22 June 2020).

21. It is intended the media conference will be held in the Ngunnawal Theatrette at
Russell Offices, with a media alert to be issued several hours prior.

22. The media conference will commence immediately after a one-hour ‘lock-up’ to
enable journalists to view select documents the CDF intends to release at the end of the media
conference. This will enable greater transparency and support journalists in both preparation
of their coverage and the posing of pertinent and informed questions. The CDF will make a
prepared statement and then take questions.

23. The level of COVID-19 restrictions in place at the time of the media conference is
unknown. The activity will be planned based on restrictions extant as at 2020 and refined in
response to any changes to ACT restrictions. Defence Media will liaise with news
organisations to determine media representatives and pool camera arrangements if required.
As at June 2020, COVID-19 restrictions in the ACT relating to groups and gatherings in
indoor spaces limits the number of people permitted in the Ngunnawal Theatrette to one
person every four square metres, with 24 people allowed in total.

24. Defence will feed the media conference to the Parliamentary Press Gallery and
livestream to social media. It is also expected to be broadcast live on free-to-air television and
Sky News Australia. It is likely the media conference will gain international media attention.
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Approval by SES Band 1/1-Star 

Name: BRIG Jocelyn King 
Position: Head Issues Management Support Team – Special Forces 
Date: 24 June 2020 

Name: BRIG Jane Spalding 
Position: Director General Sensitive Issues Management – Army 
Date: 24 June 2020 
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OFFICIAL 

Communication and Media 

21. The AITF will lead strategic communications planning and media engagement

throughout all phases. The CDF will be the primary Defence spokesperson unless he directs

an alternate senior officer to assume this role.

Defence FOI 659/25/26 
Document 3

s47E(d)

s47E(d)





Page 1 of 17 

See distribution 

SOCAUST DIRECTIVE 10/20 

SPECIAL OPERATIONS COMMAND PROTECTIVE SECURITY  

References: 

A. Defence Security Principles Framework, dated Jul 18

BACKGROUND  

3. (U) This document provides direction to SOCOMD, for all of its members, to sustain
its protective security posture by:

a. Confirming the SOCOMD protective security framework and implementation
methodology necessary to achieve compliance with the references.

b. Allocating rules and responsibilities.
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c. Providing a coordination instruction for the management of protective security
within SOCOMD.

d. Providing detailed enclosures on SOCOMD-specific subjects to enhance
understanding of their application in barracks and overseas.
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15. (O) Security is a function of command achieved through the establishment of
effective protective security. Protective security incorporates information, personnel, physical
security and information communications technology security.

Protective security provides appropriate, risk-based security measures to be applied in
response to the assessed threat and is achieved through the application of the following
principles:

a. (U) Security-in-depth. The implementation of multiple layers of tangible security
measures and security procedures, including physical and technical activities and
inspections.

b. (U) Need-to-know. Ensuring classified and official information (including sensitive
information) is only provided to those members who are appropriately security-
cleared and have a genuine need-to-know the information, in order to conduct their
tasks.

c. (U) Effective risk. Security Risk Management (SRM) is used IAW ref A
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27. (O) Espionage and Foreign Interference Legislation. The National Security
Legislation Amendment (Espionage and Foreign Interference) Act 2018 provides Australian
Law Enforcement Agencies and Security Agencies, such as the Australian Federal Police,
necessary powers to investigate and pursue prosecution, with criminal charges and
imprisonment now possible consequences for actions previously considered security incidents
or breaches of administrative policy. The legislation also now includes an aggravated offence
for providing false or misleading information during a security clearance process. This
legislation has been designed to strengthen consequences of existing offences and introduce
new foreign interference laws. SOCOMD members are to ensure they do not provide
misleading or false information during security clearance processes, including revaluation of
themselves, or as a referee for a colleague.
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SOCOMD SECURIT
DATED 27 OCT 20 

SPECIAL OPERATIONS COMMAND MEDIA 

References: 
A. Defence Media & Communication Policy of 15 July 2019
B. CDF/SECDEF Joint Directive 01/2020—Support to Defence Ministers: Media &

Communication of 07 February 2020
C. CA Directive 11/2015—Approval to release personal stories and imagery of 21

May 2018

SITUATION 
1. (O) Special Operations Command (SOCOMD) is always the subject of interest to
the media due to the nature of our work. This interest has been heightened over the past
two/three years by the IGADF Afghanistan Inquiry, and is likely to continue for the
foreseeable future. 

 and all SOCOMD personnel should be aware of how to handle such 
approaches. 
2. (O) Unauthorised or inadvertent release of information to the media poses a
significant risk to SOCOMD operational and personnel security.

INTENT 
3. (O) This annex summarises the SOCOMD policy for engaging with the media. The
Special Operations Commander Australia (SOCAUST) expects all personnel to comply with
these provisions at all times.

MEDIA ENGAGEMENT 
4. (O) SOCOMD’s professionalism and reputation is dependent on high-quality,
timely, accurate and relevant narratives. All information released into the public domain by
SOCOMD will be overseen by SOCAUST – this information will represent an Army view,
not an individual’s view.
5. (O) IAW references A, B and C, all information produced for external public
release, including editorial or advertising content for Army News or the other Service
newspapers, external publications (including ex-service organisation and corps newsletters or
magazines), social media posts, blogs, website material, imagery, books, presentations and
speeches must be cleared by SOCAUST.
6. (O) The HQ SOCOMD PAO will seek further clearance from Army Headquarters,
who will determine if further clearance from the Chief of the Defence Force, Department
(Ministerial Executive Coordination & Communication) or the Minister for Defence is
required. All operational material will also be cleared through the Commander Joint
Operations (CJOPS).
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If asked: about your involvement in specific matters 
“I’m sorry, I’m not the best person to answer your questions about the IGADF 
Afghanistan Inquiry, please direct them to Defence Media Operations in 
Canberra on
“I understand how serious these matters are and why you are interested, but, as 
the Inspector-General of the Australian Defence Force is yet to complete the 
IGADF Afghanistan Inquiry, it would be inappropriate for me to speculate on 
the outcome. Thank you.” 

If confronted by media with cameras: 
“I’m sorry, I’m not in a position to answer your questions, please direct them 
to Defence Media Operations in Canberra on
“Please do not photograph/film me.  which 
means there are implications for my future employment in the Australian 
Defence Force and the security and safety of me and my family. I respectfully 
decline the opportunity to answer your questions. Thank you.” 
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