
Note: this process is different for each entity, please refer to your internal process for creating an email address.

1. Create the email address

The email address must be in the format DISP@YourEntityName and have:

• Only the four letters “DISP” before the @ symbol.

• Your entity’s name as the domain name following the @ symbol.

• Any extension following the domain name (e.g. .com, .net.au, .org, .biz).

The email hosting must:

• Not be shared, web-based or on a cPanel platform.

• Be onshore, meaning that the data storage must be in Australia, unless you have an explicit authorisation for offshoring 
with encryption from the DISP Cyber Team.

2. Test the email address

How to Create a DISP@ Email Address 

If you require support, please contact disp.info@defence.gov.au
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The Defence Industry Security Program (DISP) supports Industry to improve their security when engaging with Defence. It is a 
membership-based program that sits under control 16.1 of the Defence Security Principles Framework (DSPF) and is designed 
to ensure the Government’s significant investment in Defence capability is appropriately protected.

To apply for and maintain DISP membership, you must have an established email address in the format of 
DISP@YourEntityName. Follow the steps below to create and maintain your DISP email address:

For more information, refer to the Applying for DISP membership factsheet.

Create the email address through your entity’s ICT support or domain provider ensuring the below requirements are met.

Naming and Hosting Requirements

Example: if the entity is “Fred’s Consulting”, then the following can be used as a valid email address. 

• DISP@FredConsulting.com

• DISP@FConsulting.net.au

• DISP@FredsConsultingCompany.biz

• DISP@ConsultFred.org

Sending Test

Send an email from the DISP@ email address to an email
address outside of your entity’s domain (such as a personal
email) to test that emails are being sent correctly.

Receiving Test

Send an email to the new DISP@ email address from an email
address outside of your entity’s domain (such as a personal
email) to test that emails are being received correctly.

Note: if the email doesn’t work, refer to your entity’s internal processes for ICT support. DISP will be unable to assist.

Please ensure you have a process set up for monitoring the new DISP email inbox as there are likely to be emails that require
your response to proceed with processing your DISP membership application.

Continue to the How to Complete a DISP Membership Application guide for instructions on verifying the email address as part 
of your application.

IMPORTANT: always be cyber security aware and vigilant for attacks such as phishing emails.

3. Monitor the email address
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